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With over 25 years of experience at the Paris Bar, Philippe Glaser specializes in

litigation involving new technologies and information technology law. He

brings over 20 years of experience in assisting �nancial intermediaries,

combining regulatory expertise with dispute resolution skills.

NIS2, DORA and CRA: 3 upcoming mutations in the cyber
landscape
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Information system security has become a major priority for businesses, consumers and

governments alike. In an environment where cyberattacks have become a daily occurrence,

several European laws have been adopted in recent years to safeguard and reinforce

cybersecurity and protect critical infrastructures and sensitive data.

Read the edito
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Henri Pidault : "Zero Trust is a belt and braces approach"

Henri Pidault, CIO of SNCF Group, shares his expertise on the challenges and cybersecurity

strategies of the French railway giant. How is the Zero Trust Network strategy integrated within

the SNCF Group? What measures have been implemented to comply with Directive NIS2? To

what extent is arti�cial intelligence leveraged to enhance the defense of railway networks against

cyber threats?
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Cybersecurity specialist: a
profession under mounting
pressure

Talent drain at the DGA! The French

Direction Générale de l’Armement and other

government agencies involved in

cybersecurity are struggling to attract and

retain sta�, according to a parliamentary

report. This is hardly surprising, given that

even the private sector – with its more

attractive salaries – has a glaring shortage of

cybersecurity engineers. Companies are

struggling, while job seekers are rubbing

their hands. 

Read the article

Grand Est : a dynamic,
structured ecosystem

With a solid network of industrial, academic

and economic partners, the Grand Est

region’s cybersecurity ecosystem is

exemplary in France. It works to support

and protect companies against the dangers

they face.

Read the article
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Jean-Jacques Latour: “To
date, we have not identified
any new threat linked to
artificial intelligence”

When Cybermalveillance.gouv.fr presented

its 2023 activity report on Tuesday, it raised

the hot topic of the use of arti�cial

intelligence in cyberattacks. While

cybercriminals, like everyone else, use AI to

their advantage, it remains just one tool

among many to make their malicious acts

ever more sophisticated, with phishing

remaining the main vector. 

Read the article

« Her »: an intimate, futuristic
drama that examines the
relationships between a
hybrid couple

It may be director Spike Jonze’s only science

�ction movie, but when we think about it, is

it really futuristic? Isn’t it more of a

romance? Or a psychoanalysis of two

people? Or perhaps it is a face-to-face look

behind the scenes of a couple involving a

human and a machine.

Read the article
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Contact : contact@incyber.fr

InCyber Forum Europe

March 26, 27 & 28

The FIC, renamed as the InCyber Forum, will take place from March 26 to 28, 2024, in Lille. Its

theme will be: « Ready for AI? Reinventing cybersecurity in the era of AI. »

In its 16 years of existence, the FIC Européen – Forum International de la Cybersécurité then

Forum InCyber – has become the continent’s biggest cybersecurity and digital trust event,

with 20,000 participants, 650 partners, 530 speakers and 82 countries represented in 2023.

Thanks to the support of the Quebec, Canadian, Texan and French authorities, the event

crosses the Atlantic to become an alternating event between Europe and the Americas.

More information
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