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Many organizations are still delaying their transition to zero-trust network access. As

cybersecurity vendors, we need to help them embrace this concept, and offer key steps to get

them there.

Read the edito

https://incyber.org/en/article/to-adopt-the-zero-trust-network-access-approach-is-a-crucial-challenge-for-publishers/


     

           

Forum InCyber Europe 2024 • Aftermovie

The InCyber Forum is Europe’s leading event for digital security and trust.

Its unique feature is that it brings together the entire cybersecurity and “trusted digital”

ecosystem: end-customers, service providers, solution vendors, consultants, law enforcement

and government agencies, schools and universities…

We cannot wait to see you again April 1-3, 2025 at Lille Grand Palais !

https://www.youtube.com/watch?v=RJJmegjQBKE
https://www.youtube.com/watch?v=RJJmegjQBKE


Russia’s offensive on “digital
sovereignty” in Africa

Having been at the forefront of propaganda

and disinformation on social networks and

then on the military front in French-

speaking Africa for the past ten years, Russia

is launching a new offensive aimed at “digital

sovereignty”. Kevin Limonier, a specialist in

Russian cyberspace, and Jonathan Guiffard,

a specialist in strategic issues in West Africa,

offer their insights.

Read the article

The CNIL and AI: Understand,
Support and Control

On the occasion of the 16th edition of the

InCyber Forum, Marie-Laure Denis,

president of the CNIL, detailed all the

measures put in place by the French

personal data regulator to take into account

the many challenges related to AI.

Read the article
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Drafting an ISSP: Employees
Highlight Management’s
Lack of Involvement

Writing an Information Systems Security

Policy (ISSP) is a complex exercise that relies

on a balance between the strategic vision of

management and the missions of the CISOs.

When this balance is compromised, the ISSP

risks being poorly written. This can make it

poorly applied, poorly applicable, or

inapplicable. The involvement of

management is therefore essential to its

good drafting.

Read the article

PhilosoFIC:are generative
algorithms accelerators or
the gravediggers of human
intelligence?

The era of artificial intelligence (AI) raises the

issue of how we can distinguish between

human and artificial intelligence. This crucial

issue was at the heart of the round table

“PhilosoFIC: Artificial Thinking, or Human

Thinking? Our Intelligence in the Face of AI”

at the 2024 InCyber Forum. From

statements of fact to reactions, from

objective observations to perceptions, here

are a few thoughts from the 90-minute

discussion.

Read the article
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Paris 2024 | Leveraging the Hidden Discipline:
Cybersecurity

March, 13th 2024

The Olympic and Paralympic Games are the biggest sporting event in the world. The last

editions in Tokyo and Pyeongchang have shown an exponential increase of the cyber threats

targeting the Games. With Paris 2024 Games around the corner, this event will delve deep into

the cybersecurity challenges inherent to hosting such a grand competition.

More information
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